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Joint value

Powering digital security & operational

p ro p oS iti on resilience with next-gen technology

Shared vision and purpose

Forescout and Remedio both provide technology and tooling in pursuit of digital security and
operational resilience. More than that though, both companies are born of the belief that true
security is only achievable with full asset visibility and systems capable of self-healing
(auto-remediating) whenever things break from established standards.

Better together

The joint Forescout-Remedio offering is a
direct outgrowth of the companies’ shared

security philosophy. In practice, the
integration of these two platforms provides

users a range of capabilities entirely
unmatched in the market today .
Ultimately, it's about empowering CISOs and e
CTOs to quickly, easily, and meaningfully

improve their security postures.

Use cases

Enhancing endpoint visibility and configuration intelligence, the combined offering delivers:

m Bullet-proof detection & correction of m Continuous real time asset compliance/
insecure device/system configurations compromise assessment

m Expanded and enriched host indexing in m Operational impact analysis of
Forescout — improving restriction regimes, available remediations
threat protection, and policy refinement (supporting zero-disruption

= Automated network access control , remediation)

segmentation , remediation , and threat = Instant rollback of actions taken
response workflows

(preventing lateral movement and

privilege escalation)




Benefits

These new capabilities help
organizations...
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Sor

Reduce the burden of Ensure framework Simplify
IT administration adherence compliance audits

About Forescout

Forescout Technologies, Inc., a global cybersecurity leader, continuously identifies, protects, and
helps ensure the compliance of all managed and unmanaged connected cyber assets — IT, loT,
IoMT and OT. For more than 20 years, Fortune 100 organizations and government agencies have
trusted Forescout to provide vendor-agnostic, automated cybersecurity at scale.

The Forescout® Platform delivers comprehensive capabilities for network security, risk & exposure
management, and extended detection and response. With seamless context sharing and
workflow orchestration via ecosystem partners, it enables customers to more effectively manage
cyber risk — mitigating threats to critical infrastructure. Forescout products directly leverage this
research, which is also shared openly with vendors, agencies, and other researchers.

About Remedio

Founded in 2019, Remedio is a first-of-its-kind solution provider focused on the configuration side
of endpoint security. Predicated on principles of automation and prevention, Remedio
continuously monitors your devices & systems, detecting unpatched vulnerabilities and insecure
configurations. The platform enables proactive, non-disruptive remediation (or reversion) at the
push of a button — ensuring safe and strict policy adherence that bolsters business resilience &
continuity.

With Remedio, it's easy to bring any device or group in line with the standards of your choosing
(e.g. CIS, NIST, etc.). Remedio helps organizations create and enforce golden image configurations

— assuring consistent and secure baselines across all devices.

Request a demonstration of the joint solution at www.remedio.io/demo .
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